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CMS Qualification template

Intro….
	Prospect Name
	     

	Number of users in company
	     

	Number of Remote users
	     

	Defined project
	 FORMDROPDOWN 


	TimeFrame
	     


1. General questions

What are the main business drivers for the CMS project?  (e.g. User Satisfaction/Productivity, Security, Compliance, Lower Support Costs)

     
How many users are targeted for Smart Cards / USB Keys ?

     
How many sites are concerned by Smart Card deployment?
     
What is the minimal number of persons per site?

     
What is the percentage of:
· Office users (using desktop workstations):      
· Mobile / Laptops users:      
What is the timeframe for the project (give main phases, POC, pilot, global deployment)
     
Have you planned to train your engineer to install and maintain the solution?
     
Do you need a high availability deployment?
     
What will be the Enterprise Access Card usages?
	Type of access
	Feature
	

	Logical access

	 FORMCHECKBOX 
 Secure Windows Logon (PKI Logon or SCPL)
 FORMCHECKBOX 
 Email signature

 FORMCHECKBOX 
 Email encryption

 FORMCHECKBOX 
 Data encryption (with third party product)

 FORMCHECKBOX 
 TLS Authentication (HTTPS)

 FORMCHECKBOX 
 Document digital signing (using acrobat reader for instance)

 FORMCHECKBOX 
 Other PKI service:

 FORMCHECKBOX 
 Single Sign On

 FORMCHECKBOX 
 OTP Generation for Remote Access using corporate workstation

 FORMCHECKBOX 
 OTP Generation for Remote Access using workstation without any middleware

 FORMCHECKBOX 
 Citrix Access



	Physical access technology
	 FORMCHECKBOX 
 Magnetic strip

 FORMCHECKBOX 
 HID

 FORMCHECKBOX 
 Legic

 FORMCHECKBOX 
 Xyloc
 FORMCHECKBOX 
 MiFare
Other:      


	Physical access software
	 FORMCHECKBOX 
 Lenel

Other:      



Will ActivIdentity solution be integrated with third party IDM solution? (e.g. Sun Identity Manager, IBM Tivoli Identity Manager, Oracle Identity Manager, CA Identity Manager)

     
Could you describe the current user workflow creation and the expected user creation and Smart Card assignment workflow?
     
Will ActivIdentity solution have to integrate in any other third party solution? (e.g.  Encryption software, Citrix, Remote access NAS, etc…)
     
How do users currently authenticate to the network?  (e.g. smart card, passwords etc)

     
2. Environment detail
Backend Components
	Component
	Product
	Version and SP

	LDAP Directory
	 FORMCHECKBOX 
 Critical Path Directory Server
 FORMCHECKBOX 
 Microsoft Active Directory 2000 / 2003
 FORMCHECKBOX 
 Sun Java System Directory Server
 FORMCHECKBOX 
 IBM Tivoli Directory Server

 FORMCHECKBOX 
 LDAP v3 Siemens DirX 

 FORMCHECKBOX 
 No LDAP

Other:      

	     

	Metadirectory
	We you are using a Metadirectory, give the brand and the version of this Metadirectory below: 

     

	     

	Database
	 FORMCHECKBOX 
 Microsoft SQL Server

 FORMCHECKBOX 
 Oracle

Other:      

	     


	OS
	 FORMCHECKBOX 
 Microsoft Windows Server

 FORMCHECKBOX 
 Solaris

Other:      

	     

	Certificate Authority
	 FORMCHECKBOX 
 Entrust CA Profiles based
 FORMCHECKBOX 
 Entrust CA X509

 FORMCHECKBOX 
 Entrust CA ESP
 FORMCHECKBOX 
 Microsoft Certificate Authority

 FORMCHECKBOX 
 Verisign Managed PKI

 FORMCHECKBOX 
 Betrusted / CyberTrust /Batimore

 FORMCHECKBOX 
 IdealX 

 FORMCHECKBOX 
 RSA Keon

Other:      

	     

	Deployment tool
	 FORMCHECKBOX 
 Microsoft Terminal Services (TSE)
 FORMCHECKBOX 
 Citrix Metaframe
Other:      

	

	Deployment tool
	 FORMCHECKBOX 
 Microsoft SMS

 FORMCHECKBOX 
 Intel Landesk

	


Directory details
	Component
	Product
	

	Active Directory architecture
	 FORMCHECKBOX 
 Single Domain

 FORMCHECKBOX 
 Single Forest / Multiple domains

 FORMCHECKBOX 
 Multiple Forest / Multiple domains

Other / Details:      


	LDAP directory architecture
	Please detail below the architecture of the LDAP in place
     


	HSM used for Certification Authority
	 FORMCHECKBOX 
 nCipher netHSM

Other / Details:      



Certificate Authority details
	Component
	Product
	

	Microsoft CA
	 FORMCHECKBOX 
 Stand Alone

 FORMCHECKBOX 
 Enterprise root

Other / Details:      


	Other
	Please detail below the architecture of the LDAP in place

     



Client side components
	Component
	Product
	Version and SP

	Workstation OS
	 FORMCHECKBOX 
 Microsoft Windows

 FORMCHECKBOX 
 Mac

 FORMCHECKBOX 
 Linux

 FORMCHECKBOX 
 Unix

Other:      

	     

	Thin client
	 FORMCHECKBOX 
 Sun Ray

 FORMCHECKBOX 
 Windows XP Embedded

 FORMCHECKBOX 
 Proprietary Linux kernel

Other: 

	     

	Internet Browser
	 FORMCHECKBOX 
 Internet Explorer
 FORMCHECKBOX 
 Netscape Internet browser
 FORMCHECKBOX 
 Mozilla Firefox
Other:      

	     


3. Environment upcoming changes
If PKI is not present, are you planning to implement such infrastructure? short, medium, long term ?
     
If IDM id not present, are you planning to implement such solution?
     
Are there any plans to migrate to another Directory? 

     
Are there any plans to implement a metadirectory? 

     
Are there any plans to change the standard desktop environment? 
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