FORM 2 - FLOOR PLAN CATEGORY LISTING
Please tick one box only:

CNI Protection

This capability enables public and private entities to identify, assess, prioritise, and protect critical infrastructure and key
resources so that they can detect, prevent, deter, and mitigate deliberate efforts to destroy, incapacitate, or exploit a
nation’s CNI. Critical National Infrastructure is defined as Communications, Emergency Services, Energy, Finance, Food,
Government, Health, Transport, Water & Ultilities

. Cyber Crime

Cyber Crime covers attacks against computer data and systems, identity theft, the distribution of child sexual abuse
images, internet auction fraud, the penetration of online financial services, as well as the deployment of viruses, Botnets,
and various email scams. Capability areas include: Security management, Surveillance and reconnaissance, Information
operations, Analytics and big data, Social media analysis, Forensics, Transaction protection, |dentity and authentication

f\ Policing & Counter Terrorism

Category includes: Overt & covert surveillance, Command & control, Intelligence & criminal analytical systems, Secure
communications, Wireless data transmission, Forensics . CT/Serious crime investigation, CBRN training, detection &
respense, National disaster & emergency management, Public order and ballistic protection equipment, Specialist vehicle
design, Traffic management, ANPR, Asset tracking, Fleet management, IED/Bomb disposal, Firearms and less lethal
options, Close protection, Marine and aviation policing

j . Major Event Security

Category covering the security challenges surrounding the planning and delivery of large scale events, such as the Olympic
Games, World Cup or a major political summit, Capability areas include: Conceptual security design, Perimeter and venue
protection, Command and control , Secure communications, Venue safety and stewarding, Secure ticketing / Anti-
counterfeiting, Guarding / Close Protection, Fire and rescue response, Risk analysis and threat management, Crowd
modelling, Training, Contingency planning, Disaster management

m Border Security

Category covering Border Security includes land, sea and aviation security. Capability areas include: UAVs, Command and
control, Communications, Ground and maritime radars. Sensors, Search equipment (people, cargo and baggage),
Explosive and chemical detection, Hostile vehicle and vessel mitigation, Perimeter and access control, Secure documents
and readers, Biometrics, Screening, Aviation security design, Training, Threat assessment models and risk mitigation

Offender Management

Capability areas include: Design of secure facilities, Safe cell structures, Prison facility management, Secure transportation,
Perimeter Security, CCTV, Access control, Person tracking, Offender rehabilitation, Fire fighting and safety equipment,
Personal protection and restraint equipment, Jamming of illicit communications, Search equipment, Electronic monitoring
systems, ICT, Prisoner and intelligence databases

dSewices (Consulting & Training)

The term ‘services' to capture those activities provided by companies including, but not limited to, the following:,
Consultancy, Training, Risk Analysis, Guarding / Close protection and Private Security Companies

Company: H A
Stand Number: Y 2.8

PLEASE COMPLETE AND RETURN VIA E-MAIL TO:

carolyn.elster@adsgroug.org.uk

by 28.01.14

38



