
 

 

DAY ONE: MONDAY 26th May 

8:30 Registration Begins 

9:00 Opening Remarks from the Chair 
Professor Greg Barton, Herb Feith Research Professor for the Study of Indonesia in the 
Faculty of Arts and Director International of the Global Terrorism Research Centre (GTReC), 
Monash University  

9:10 Opening Keynote Address: 
Australia’s International Counter-Terrorism Engagement  

 The changing nature of the international terrorist threat  
 Australia’s engagement in Southeast Asia, the Middle East, South Asia and Africa   
 Our global engagement and outreach at home 

Clare Birgin, Director, Counter-Terrorism Branch, Department of Foreign Affairs and Trade  
 

9:50 Keynote Address: 
The Customs Reform Program and its Impact on Protection of the Border as a National 
Asset 
Kaylene Zakharoff, National Manager Reform Portfolio Office,  Australian Customs and 
Border Protection Service 
 

10:30 Morning Refreshments and Networking 

11:00 From the Cutting Room Floor: Discovery and Understanding 
 Harnessing capabilities across the National Intelligence Community to discover, 

understand and respond to serious and organised crime 
 Providing maximum value-add to partners 
 Case studies: What can be achieved when cutting room floors are effectively 

harnessed 
Dr John Moss, National Manager, Intelligence, Australian Crime Commission  
 

11:40 Australia’s National Security Science and Technology Policy 
 The national security science and technology community and the role of DSTO 
 Achieving a whole of government approach to national security science and 

technology 
 Objectives, principles, implications and benefits 
 Australia’s national security science and technology challenges and the way 

forward 
Dr Alex Zelinsky, Chief Defence Scientist, Defence Science and Technology Organisation 
(DSTO), Department of Defence  

12:20 The Anathema of Criminal Motorcycle Gangs:  A Queensland Response 
Assistant Commissioner Gayle Hogan APM, State Crime Command, Queensland Police 
Service 

1:00 Lunch 



2:00 As a Nation, Are We Prepared and Do We Know the Risks Cyber Terrorism Presents? 
  The misinterpretation of Cyber Terrorism 
 What are the real Cyber Terror targets 
 Where are the weak points 
 Who are the weakest links 
 What must we do to protect and prevent an attack  

Dr Allan Watt, Cyber Program Coordinator, Centre for Policing, Intelligence and Counter 
Terrorism, Macquarie University  
 

2:40 Mitigating the Cyber Threat: An Airline Perspective 
 Cyber threats in the commercial aviation space – Our top 3 cyber-risks 
 Threats and threat agents – Analysing capability and intent 
 Adopting a strategic approach to cyber security – What does a strategic approach 

to cyber look like?  What are our strategic priorities? 
 Creating organisational and cultural change – How to create the right culture 
 Challenges to achieving and maintaining cyber security in the airline space 

Nathan Frick, Former Manager Security Systems & Analytics, Qantas Group Security & 
Facilitation, Qantas Airways Limited  
Steve Jackson, Group Head of Security, Facilitation & Resilience, Qantas Airways Limited 
 

3:20 Afternoon Refreshments and Networking 

3.50 Panel Discussion: 
The Threat to National Security Through the Cyber Environment 

 Adapting intelligence legislation to the changing environment bought about by the 
internet 

 NBN-How secure will this be? 
 The need to retain data for the prevention and response to national security 

threats 
 Protecting our intelligence-Our vulnerability to hackers 
 Regulating mandatory reporting of cyber incidents for public and private sectors   

Facilitator: Dr Tobias Feakin, Senior Analyst, Australian Strategic Policy Institute and 
Director of the International Cyber Policy Centre   
Nathan Frick, Former Manager Security Systems & Analytics, Qantas Group Security & 
Facilitation, Qantas Airways Limited  
Dr Allan Watt, Cyber Program Coordinator, Centre for Policing, Intelligence and Counter 
Terrorism, Macquarie University   
Dr John Moss, National Manager Intelligence, Australian Crime Commission  
 

4.50 Closing Remarks from the Chair 

5.00 IIR invites all speakers and delegates to an informal drinks reception to discuss the day’s 
issues and network with their peers 

  



DAY TWO: TUESDAY 27th May 

8:30 Registration Begins 

9:00 Opening Remarks from the Chair 
Dr David Connery, Senior Analyst , Strategic Policing & Law Enforcement Program,  
Australian Strategic Policy Institute 

9.10 Keynote Address: 
Intelligent Security for an Insecure World - A Department of Defence Perspective 

 The dimensions of security 
 The Defence approach 
 Countering the insider threat 
 Security vetting 
 Security culture 

Steve Meekin AM, Deputy Secretary, Intelligence and Security,  Australian Department of 
Defence  
  

9.50 Keynote Address: 
Australia’s Counter Terrorism Strategy  

 Current threats and challenges 
 Counter terrorism initiatives  
 Collaboration and sharing of  intelligence to prevent and counter terrorism on local 

and global fronts 
 Progress to date  

Assistant Commissioner Neil Gaughan APM, National Manager Counter Terrorism, Australian 
Federal Police 
 

10:30 Morning Refreshments and Networking 

11:00 Keynote Address: 
Information Sharing and Collaboration in the Fight against Money Laundering and 
Terrorism Financing 

 Collaboration with industry and partner agencies (domestic and international) 
 In combating money laundering and terrorism financing, as a regulator AUSTRAC, 

engages with a range of industry participants and, as a financial intelligence unit, 
works with over 40 Commonwealth and State/Territory partner agencies and a wide 
range of international counterparts 

John Visser, General Manager Intelligence, AUSTRAC  

 

11.40 Capacity Building with Business Through Shared Dialogue, Collaboration and Partnership 
Across the Policy, Planning and Operational Levels to Deliver the Best Outcomes in 
Countering the “Active Shooter” and “IED” Threats 

 Perceived national security threats and challenges  
 Counterterrorism initiatives  
 Information sharing and collaboration  
 New national security policies and strategies 

Assistant Commissioner Peter Dein APM, Counter Terrorism & Special Tactics Command, 
NSW Police Force  
 

12:20 Lunch 

  



1.20 Planning for the Attack - Defence of Critical Infrastructure and Places of Mass Gathering 
 Target hardening of critical infrastructure through an All Hazards Risk Approach, 

inclusive of counter terrorism 
 The importance of exercising and relationships with operators of critical 

infrastructure and places of mass gathering 
 Operation Gwardar - The Victoria Police Suicide Bomber protocol 

Assistant Commissioner Shane Patton, State Emergencies and Security Command, Victoria 
Police   
 

2.00 Building Capability to Counter the Depth and Penetration of Organised Crime  
 Anti-gangs squads 
 Capability development 
 Legislative harmonisation 
 International cooperation 
 Continued operational cooperation 

Dr David Connery, Senior Analyst , Strategic Policing & Law Enforcement Program,  
Australian Strategic Policy Institute 
 

2.40 Afternoon Tea and Networking 
 

3.00  Australia’s Biosecurity – Will Inter-Sectoral Co-operation Make a Difference? 

 Cultivating inter-sectoral collaboration between vertical programs such as 
health, security, veterinary and agricultural sectors 

 Improving the national response capacity for infectious diseases threats 
 Building  expertise across sectors to address national biosecurity issues 
 Models for linkage between health and security sectors of surveillance and early 

warning systems for emerging infectious diseases threats 
 Risk analysis methods for identifying bio-terrorism vs natural epidemics 

 The latest developments in guidelines around research on engineering virulent 
organisms-How this is relevant for Australia? 

Professor Raina MacIntyre, Head of School , Professor of Infectious Diseases Epidemiology, 
Director, UNSW Future Health Leaders Program, School of Public Health and Community 
Medicine  
UNSW Medicine, The University of New South Wales  

 

3.40 Closing Panel Discussion: 
Has the 9/11 Decade Really Ended? 

 Direct terrorism recruitment of Australians by Australians 
 The release of terrorists in Indonesia 

Facilitator: Dr David Connery, Senior Analyst , Strategic Policing & Law Enforcement 
Program, Australian Strategic Policy Institute 
Assistant Commissioner Neil Gaughan APM, National Manager Counter Terrorism, Australian 
Federal Police  
Professor Greg Barton, Herb Feith Research Professor for the Study of Indonesia in the 
Faculty of Arts and Director International of the Global Terrorism Research Centre (GTReC),  
Monash University 
Professor Adam Dolnik, Professor of Terrorism Studies, Faculty of Law, Humanities and The 
Arts, University of Wollongong 

4.30 Closing Remarks from the Chair 

4.40 Close of Conference 



 

Post-Conference Master Class Wednesday 28th May 9.00am-4.00pm 

Business Continuity Planning (BCP)... Cutting Edge Techniques  

In this high-powered Master Class you will learn how to achieve a BCP that links well with your 

Security program, that doesn't collect dust on the shelf, can be maintained and tested in a practical 

way, and is easy to get buy-in for from all levels in your organisation.  

The Master Class will cover best practice templates, video exercises and practical assignments. 

Facilitated by:  Rinske Geerlings, High-Energy BCP Consultant and Managing Director of Business As 

Usual.  Rinske shares her lessons learned from 15 years consulting and training experience across 

Australasia, East Africa and Europe. 

http://www.businessasusual.net.au/
http://www.businessasusual.net.au/

